
ArkhAngelLifeJiggy

Security Researcher & Software Developer

Email: Bloomtonjovish@gmail.com

GitHub: github.com/ArkhAngelLifeJiggy

X: x.com/in/ArkhlLifeJiggy

Location: Global

Professional Summary

A multidisciplinary cybersecurity professional specializing in offensive security, AI-driven threat
detection, and secure software development. Experienced in vulnerability research, exploit
development, and security tool creation with a focus on emerging technologies.

Technical Skills

Programming Languages: Python (95%), JavaScript (90%), TypeScript (80%), Go (60%), C++
(40%)

Security Expertise: Vulnerability Research, Exploit Development, AI Security, Reverse Engineering

Frameworks & Tools: React, Next.js, Node.js, Flask, FastAPI, PyTorch, TensorFlow

Security Tools: Burp Suite, Metasploit, Wireshark, Nmap, Custom Security Scripts

Professional Experience

Senior Security Researcher

Independent Contractor | 2023 - Present

Leading security research initiatives, conducting vulnerability assessments, and developing custom
security tools. Discovered 50+ critical vulnerabilities across various platforms and published
multiple security research papers.

Notable Projects

DevConsole Toolkit

Advanced development console toolkit for debugging and development workflows with enhanced
security features.

AI-Powered Vulnerability Scanner

Smart fuzzer using machine learning to detect web application vulnerabilities.

LLM Red Team Framework

Automated prompt injection testing suite for large language models.

Certifications & Achievements

• HackTheBox - Elite Hacker

• TryHackMe - Top 80%

• CTFtime Rating - 85.5

• Published Security Research Papers


